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Abstract— Big data is a key concept that cannot be over looked in the IT world considering the prominent increase in data, and data related 

services, it is important to explore this field and look at ways to improve data service delivery especially in the cloud. (CC) on the other hand 

helps in tackling the issue of storage and data service. This research focus on the two key concept big data and (CC) and some of the issues 

and challenges that are inherent with the deployment of cloud services and big data. The shows study that security challenges are among the 

most prominent issue in the cloud and big data services. The plumbing issue and some other issues such as the issue of the cost to run cloud 

services in handling big data were observed.  Also the issues of service level agreement which gives an organization the assurance of 

enjoying all services rendered by the organization running the cloud services. After considering some of the issues associated with big data 

and (CC), some solution was suggested towards improving the two key concepts which will go a long way in increasing the adoption rate of 

(CC) by organizations. It is important for organizations to consider the nature of how their data will grow in the future before deploying any 

cloud service in their business. 
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I.  INTRODUCTION  

The term ‘Big Data’ appeared for first time in 1998 in a 

Silicon Graphics (SGI) slide deck by John Mashey with the 

title of “Big Data and the Next Wave of Infra Stress” [1]. It is 

the term for data sets so large and complicated that it 

becomes difficult to process using traditional data 

management tools or processing applications. The origin of 

the term ‘Big Data’ is due to the fact that we are creating a 

huge amount of data every day. At the KDD Big Mine 12 

Workshop Usama Fayyad in his invited talk presented 

amazing data numbers about internet usage, among them are 

the following: each day Google has more than 1 billion 

queries, Twitter has more than 250 million tweets per day, 

per day Facebook has more than 800 million updates, and 

YouTube has more than 4 billion views per day. Big Data is 

a heterogeneous mix of data both structured (traditional 

datasets –in rows and columns like DBMS tables, CSV’s and 

XLS’s) and unstructured data like PDF documents, e-mail 

attachments, images, manuals, medical records such as  

x-rays, ECG and MRI images, forms, rich media like 

graphics, video and audio, contacts, forms and documents. 

Businesses are primarily concerned with managing 

unstructured data because about 80 percent of enterprise data 

is unstructured [1]. Google has introduced Map Reduce [2] 

framework for processing large amounts of data on 

commodity hardware. Apache’s Hadoop distributed file 

system (HDFS) is evolving as a superior software component 

for (CC) combined along with integrated parts such as Map 

Reduce. 

 

 
 

Fig.1 CC Big data 

 

II. IMPORTANCE OF BIG DATA 

The government’s emphasis is on how big data creates 

“value” –both within and across disciplines and domains. 

Value arises from the ability to analyses the data to develop 

actionable information. The survey of the technical literature 
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[6] suggests five generic ways that big data can support value 

creation for organizations. 

1. Creating transparency by making big data openly available 

for business and functional analysis (quality, lower costs, 

reduce time to market, etc.) 

2. Supporting experimental analysis in individual locations 

that can test decisions or approaches, such as specific 

market programs. 

3. Assisting, based on customer information, in defining 

market segmentation at more narrow levels. 

4. Supporting Real-time analysis and decisions based on 

sophisticated analytics applied to data sets from 

customers and embedded sensors. 

5. Facilitating computer-assisted innovation in products 

based on embedded product sensors indicating customer 

responses. C. 

III. TYPES OF BIG DATA AND SOURCES 

 

There are two types of big data: structured and unstructured. 

 

1. Structured Data 

Structured Data are numbers and words that can be easily 

Categorized and analysed. Things like network sensors 

embedded in electronic devices, smart phones, and global 

positioning system (GPS) devices generate these data. 

Structured data also include things like sales figures, account 

balances, and transaction data. 

2. Unstructured Data 

Unstructured Data include more complex information, such 

as customer reviews from commercial websites, photos and 

other multimedia, and comments on social networking sites. 

These data cannot easily be separated into categories or 

analysed numerically. The explosive growth of the Internet 

in recent years means that the variety and amount of big data 

continue to grow. Much of that growth comes from 

unstructured data. 

 
Fig.2 -  Big Data Store Types 

IV. MAJOR OPEN PROBLEMS 

In this concluding part of the tutorial, we identify some of the 

major open problems that must be addressed to ensure the 

success of data management systems in the cloud. In 

summary, a single perfect data management solution for the 

cloud is yet to be designed. Different systems target different 

aspects in the design space, and multiple open problems still 

remain. With respect to Key-Value stores, though these 

systems are popular, they only support. Providing support for 

ad-hoc querying on top of a Key-Value store [4] or providing 

consistency guarantees at different access granularities [14] 

are some research efforts targeted towards enriching the 

functionality supported by Key-Value stores. Further 

research, however is needed to generalize these proposals to 

different classes of applications and different Key-Value 

stores. Similarly, extending the Key-Value stores for 

supporting rich set of applications is also an important 

research challenge. On the other hand, in the domain of 

relational database management, an important open problem 

is how to make the systems elastic for effectively utilizing 

the available resources and minimizing the cost of operation. 

Furthermore, characterizing the different consistency 

semantics that can be provided at different scales, and 

effective techniques for load balancing are also critical 

aspects of the system. Designing scalable, elastic, and 

autonomic multitenant database systems is another important 

challenge that must also be addressed. In addition, ensuring 

the security and privacy of the data outsources to the cloud is 

also an important problem for ensuring the success of data 

management systems in the cloud. 

 

Following are the learning outcomes: 

 

• State-of-the-art in scalable data management for traditional 

and (CC) infrastructures for both update heavy as well as 

analytical workloads. Summary of current research projects 

and future research directions. 

• Design choices that have led to the success of the scalable 

systems, and the errors that limited the success of some other 

systems. 

• Design principles that should be carried over in designing 

the next generation of data management systems for the 

cloud. 

• Understanding the design space for DBMS targeted to 

Supporting update-intensive workloads for supporting large 

single tenant systems and large multitenant systems. 

• Understanding the different forms of multi-tenancy in the 

Database layer. 

• A list of open research challenges in cloud data 

management That must be addressed to ensure the continued 

success of DBMSs. 

 

1. Analytics Architecture 

It is not clear yet how an optimal architecture of an analytics 

system should be to deal with historic data and with real-time 

data at the same time. An interesting proposal is the Lambda 

architecture of Nathan Marz. The Lambda Architecture 

solves the problem of computing arbitrary functions on 

arbitrary data in real time by decomposing the problem into 

three layers: the batch layer, the serving layer, and the speed 
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layer. It combines in the same system Hadoop for the batch 

layer, and Storm for the speed layer. 

 

2. Statistical Significance 

It is important to achieve significant statistical results, and 

not be fooled by randomness. As efron explains in his book 

about Large Scale Inference it is easy to go wrong with huge 

datasets and thousands of questions to answer at once. 

3. Distributed Mining 

Many data mining techniques are not trivial to paralyze. To 

have distributed versions of some methods, a lot of research 

is needed with practical and theoretical analysis to provide 

new methods. 

V. ADVANCEMENTS & CONCLUSION  

Streaming algorithms represent an alternative programming 

model for dealing with large volumes of data with limited 

computational and storage resources. Stream processing is 

very attractive for working with time-series data (news feeds, 

tweets, sensor readings, etc.), which is difficult in Map 

Reduce (once again, given its batch-oriented design). 

Another system worth mentioning is Pregel, which 

implements a programming model inspired by Valiant’s Bulk 

Synchronous Parallel (BSP) model. Pig, which is inspired by 

Google, can be described as a data analytics platform that 

provides a lightweight scripting language for manipulating 

large datasets. Similarly, Hive, another open-source project, 

provides an abstraction on top of Hadoop that allows users to 

issue SQL queries against large relational datasets stored in 

HDFS. Therefore, the system provides a data analysis tool 

for users who are already comfortable with relational 

databases, while simultaneously taking advantage of 

Hadoop’s data processing capabilities. Map Reduce is 

certainly no exception to this generalization, even within the 

Hadoop/HDFS/ Map Reduce ecosystem; it is already 

observed the development of alternative approaches for 

expressing distributed computations. 

 

For example, there can be a third merge phase after map and 

reduce to better support relational operations. Join processing 

mentioned n the paper can also tackle the Map Reduce tasks 

effectively. Big data is the “new” business and social science 

frontier. The amount of information and knowledge that can 

be extracted from the digital universe is continuing to expand 

as users come up with new ways to massage and process 

data. Moreover, it has become clear that “more data is not 

just more data”, but that “more data is different”. “Big data” 

is just the beginning of the problem. Technology evolution 

and placement guarantee that in a few years more data will 

be available in a year than has been collected since the dawn 

of man. If Facebook and Twitter are producing, collectively, 

around 50 gigabytes of data per day, and tripling every year, 

within a few years (perhaps 2-4) we are indeed facing the 

challenge of “big data becoming really big data”. 

 

In this work, we have done in-depth reviews on recent efforts 

dedicated to big data and big data networking. We have 

reviewed the progress in fundamental big data technologies, 

important aspects of big data networking, and security in 

(CC) such as new challenges and opportunities, resource 

management and performance optimizations are also 

introduced and discussed with independent viewpoints. 
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