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Abstract— Edge detection is play important in image processing. Find accurate and correctly edge is very important. Many 

algorithms used to detect boundary of an object. Compare edge detection algorithms on the base of accuracy, Sharpe edge 

detection and time. Most of the image shape information of an image object is enclosed in edges. Detect edge of in image using 

some filter, sharpness and celerity of images can be increase. In this paper we are comparing edge detection methods on the 

basis of time.  
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I.  INTRODUCTION  

Digital watermarking is that the method that embeds 

knowledge referred to as a watermark into a transmission 

object in such the simplest way that the watermark is in a 

while detected or extracted for object assertion functions. 

The transmission objects, within which the watermark is 

embedded, are usually called: the original, cowl signal, host 

signal or just the work.  

 

Figure 1: Flow chart of the insertion process and the extraction process 

Watermarks and watermarking techniques can be classified 

into several categories taking into account by this various 

criteria [2]. As it can be noted, one of the criteria is 

embedding domain in which the watermarking is 

implemented. For example, watermarking can be done in the 

spatial domain. An alternative possibility is the 

watermarking in the frequency domain.  

The flow chart of the insertion process and the extraction 

process is shown in Figure 1. A digital watermark is a 

distinguishing piece of information that is assigned to the 

data to be protected. One important requirement by this is 

that the watermark cannot be easily extracted or removed 

from the watermarked object. 

Rest of the paper is organized in the following manner, 

Section I contains all the introductory requirements to 

understand the domain area. It also provides the detailed 

explanation about digital water marking, Section II presents 

related work on digital water marking techniques available 

with this domains such as canny. In this work a wide variety 

of existing mechanism, algorithms and architectures is 

studied, Section III we studied about existing algorithms 3-D 

Polygon mesh objects, In section IV we present our proposed 

work and algorithm, section V result analysis shows the 

calculated result by our proposed algorithm and also 

compared with existing algorithms, last section VI we 

conclude the work done by us. 

 

II. RELATED WORK  

The existing watermarking techniques can be classified as 

either to be object space based or frequency space based 

approaches. While the object space approaches embed the 
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information by modifying the original data directly, the 

frequency domain approaches transform the original data 

into frequency domain first and embed watermarks there. Till 

very recent, researches on watermarking have been mainly 

focused on the digital media such as text, image, sound and 

video [2]. The first attempt to introduce the watermarking 

technology into the computer graphics world was probably 

made by R. ohbuchi. el al.[1,2].  

 

Benedens[5] presented another object space based method 

through altering the normal vectors calculated from the 

surface geometry of a 3D model. He demonstrated the 

robustness of the method against the simplification attacks.  

 

On the other hand, Kanai et al.[9] proposed a frequency 

space based approach by using wavelet transform and 

multiresolution representation of polygon models. 

Watermarks are embedded in the wavelet coefficient vectors 

and are imperceptible and invariant to the affine transform. 

However, the application of the method is limited to those 

triangle meshes whose mesh topology fits into a 4-to-i 

subdivision connectivity scheme.  

 

The method developed by E. Praum el al [7] also based on 

multi-resolution representation, but can be applied to 

arbitrary triangle meshes. This is realized by constructing a 

set of scalar basis function over mesh vertices. Watermarks 

are embedded in the model by perturbing the vertices along 

the direction of surface normal, weighted by the basic 

functions. They also suggest making watermarks survival 

from simplification by re-sampling an attacked mesh using 

the original mesh connectivity. 

III. EXISTING SYSTEM 

In the existing watermarking algorithm of 3-D mesh objects, 

watermark is embedded by repositioning of selected vertices 

from their original positions. The repositioning are done by 

modifying the vertex normal distance of selected vertices. 

The amount of repositioning various from object to object 

depending upon the range of coordinate values of vertices. 

 

Figure 2:  3D Mesh Object  

 Watermark Embedding  

The proposed non-blind algorithm in spatial domain directly 

inserts the watermark information into the vertices. The 

proposed algorithm is geometry-driven i.e. 

connectivity/topology of the vertices is not modified. 

Repositioning the selected vertices according to the groups 

they belong embeds the watermark.  

A 3-D mesh is first preprocessed to calculate center of 

gravity (Cg) of the object. The Cartesian coordinates of the 

vertex vi =(xi,yi,zi) are converted into spherical coordinate 

(ρi,θi,φi) as per equation-1, 2, 3, where ρi represents the 

vertex normal distance of i
th

 vertex from center of gravity.  

The spherical coordinates (ρi,θi,φi) are calculated as:  

ρi=  ((xi−xcg)2 +(yi−ycg)2 +(zi−zcg)
2
)1/2 

 

 

Figure 3: 3-D Polygon mesh objects showing deeper region (Red) 

IV. PROPOSED SYSTEM 

We currently use these 2 integral invariants to insert 

watermarks into the mesh model, further on extract 

watermarks from models.  

First, we decide a monochrome image because the 

watermark image. This image is also the emblem of an 

organization or a bunch that owns the copyright of the 

model. Before inserting the watermark into the mesh, we 

tend to rework it with Associate in Nursing Arnold 

transformation. This is often a scrambling procedure that 

creates the image seem like white-noise [25]. We are going 

to show its use at a later purpose during this subdivision.  

 

Insertion. The watermark is inserted as follows. First, we 

tend to place balls focused on the model vertices, ensuring 
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that none of them see one another. Here, session not solely 

suggests that the balls themselves don't intersect, however 

the connected vertices of the 3 categories (see formula in Fig 

6) conjointly don't overlap. This could be accomplished with 

the subsequent steps. We tend to traverse all the vertices, 

attempting to put a neighbor ball around every of them. If a 

replacement neighbor ball doesn't see the other existing 

neighbor ball, we tend to add it to the neighbor ball set, and 

otherwise we tend to discard it. We tend to do that procedure 

on all vertices till no additional neighbor ball is placed. This 

makes the method of fixing invariants in every neighbor ball 

freelance of the modification the opposite neighbor balls. 

 

Extraction. First, we tend to prepare Associate in Nursing 

output image a similar size because the watermarked image. 

We tend to then traverse all the vertices to extract the 

watermark. We tend to try and place a neighbor ball around 

every vertex. If the ball intersects Associate in nursing 

existing neighbor ball, we tend to discard it. Otherwise, we 

tend to cypher the invariants and check the inserted bits. This 

is often the alternative of the insertion procedure. We tend to 

assume these bits to be the watermark image half and its 

sequence variety. If the assumed sequence variety is within 

the vary of the expected sequence variety. 

V. RESULT ANALYSIS 

We implemented proposed algorithm based on insertion and 

extraction. Proposed system implemented using swing (java 

Desktop) application, JFreeChart library for plot graph. We 

calculate execution time and accuracy of Existing and 

Proposed system for different images. 

 

 
 

Figure 4: Original Image 

 

 
 

Figure 5: Image with Edge detection 

 

 

 
Figure 6 Result shows in form of graph 

VI. CONCLUSION 

Watermarking is that the method of embedding predefined 

knowledge into pictures {in a|during a|in Associate in 

Nursing exceedingly in a very} means that the degradation of 

quality is reduced and stay in an inaudible level. Several 

digital watermarking algorithms are planned in special and 

rework domains. The techniques within the special domain 

still have relative low-bit capability and don't seem to be 

resistant enough to lossy compression. On the opposite hand, 

frequency domain-based techniques will insert additional bits 

for watermark and are additional strong to attack. 
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